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Source: The Info-Tech eGRC 
Vendor Landscape 2013 
 
BWise has been recognized 
as a Champion in the eGRC 
market 
 
Into-Tech (Canada) is the 
global leader in providing IT 
research and advice. 

Source: Forrester Wave for 
EGRC Platforms 2014 
 
BWise has been a leader in 
the Forrester Wave since 
2006 
 
Forrester Research (US) is 
a global research and 
advisory company.  

ANALYST RECOGNITION 

Source: Chartis RiskTech 
Quadrant™ for Enterprise 
GRC 2013 
 
BWise is mentioned as a 
leader in the Chartis 
RiskTech Quadrant™ 
 
Chartis (UK) analyses the 
systems, products, vendors, 
applications and trends in 
the risk technology 
marketplace.  

Source: Gartner Leaders 
Quadrant for EGRC 
Platforms 2013 
 
BWise is in the Leaders 
Quadrant for the 5th time in a 
row 
 
Gartner, Inc. (US) is the 
world's leading information 
technology research and 
advisory company. 
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ASSOCIATION OF FOREIGN BANKS (AFB) 
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ASSOCIATION OF FOREIGN BANKS (AFB) 
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ASSOCIATION OF FOREIGN BANKS (AFB) 
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Contrary to credit and market risk, operational risk is rarely intentionally 
sought and has no direct material upside in terms of return / income 
generation … 
but is linked to business reward and therefore needs to be identified 



EXAMPLE, RESERVE BANK OF AUSTRALIA 
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4.4  Operational Risks 
The Bank's appetite for specific operational risks is detailed below. Risks are carefully analysed in all the Bank's operational activities, 
including to ensure that the benefit of the risk control measures exceeds the costs of these measures.  
(i) Information Technology  
Information Technology (IT) risks cover both daily operations and on-going enhancements to the Bank's IT systems. These include:  

•  Processing – Prolonged outage of a core RBA system: The Bank has a very low appetite for risks to the availability of systems 
which support its critical business functions including those which relate to inter-bank settlements, banking operations and financial 
markets operations. Maximum recovery times have been identified and agreed with each business area.  

•  Security – Cyber-attack on RBA systems or networks: The Bank has a very low appetite for threats to Bank assets arising from 
external malicious attacks. To address this risk, the Bank aims for strong internal control processes and the development of robust 
technology solutions.  

•  On-going Development: The implementation of new technologies creates new opportunities, but also new risks. The Bank has a low 
appetite for IT system-related incidents which are generated by poor change management practices.  

(ii)  Fraud and Corruption 
The Bank has no appetite for any fraud or corruption perpetrated by its staff. The Bank takes all allegations of suspected fraud or 
corruption very seriously and responds fully and fairly as set out in the Code of Conduct.  
(iii) Physical Security 
The Bank strives to provide a highly-secure environment for its people and assets by ensuring its physical security measures meet high 
standards. The Bank has a very low appetite for the failure of physical security measures.  
(iv) Compliance 
The Bank is committed to a high level of compliance with relevant legislation, regulation, industry codes and standards as well as internal 
policies and sound corporate governance principles. Identified breaches of compliance will be remedied as soon as practicable. The 
Bank has no appetite for deliberate or purposeful violations of legislative or regulatory requirements.  
(v)  Information Management 
The Bank is committed to ensuring that its information is authentic, appropriately classified, properly conserved and managed in 
accordance with legislative and business requirements. It has a very low appetite for the compromise of processes governing the use of 
information, its management and publication. The Bank has no appetite for the deliberate misuse of its information.  
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CAPTURING THE ORGANIZATION 
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DECOMPOSITION AND AGGREGATION 

Decomposition 
•  Business Units 
•  Legal entities  
•  Geographical locations 
•  Business lines 
•  Brands 
 
Best Practice 
Decomposition 
•  Document structural 

relations 
•  Minimize structures 
•  Decomposition of risk 

appetite over business 
units, to ensure best 
recognition and adoption 
by business leaders 

Aggregation 
•  Business Units 
•  Legal entities  
•  Geographical locations 
•  Business lines 
•  Brands 
 
Best Practice Aggregation 
•  Initial aggregation by 

business unit structure 
•  Aggregation by other 

organization structure 
(typically legal entities) by 
using documented 
relations 
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CAPTURING RISK APPETITE 
PER ENTITY, UNIT 
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BANKING 
OPRISK CYCLE 

Risk Framework 

Capital Calculation 

Action Management 

KRI Management 

Risk Reporting 

Loss & Incident Management 

Risk Identification 

RCSA 



USE OF (OPERATIONAL) RISK APPETITE ACROSS 
THE ENTERPRISE 

Internal Control Internal Audit 

Compliance Risk Management 



DIFFERENT 
PERSPECTIVE 

Contrary to credit and market risk, operational risk is 
rarely intentionally sought and has no direct material 
upside in terms of return / income generation 



BACK THEN … 
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TODAY 
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